**2022 인터루드 겨울방학 프로젝트 아이디어 수정안**

* 아두이노와 라즈베리파이를 활용한 IoT 프로젝트 도서 실습 및 취약점 분석과 대응 방안

**프로젝트 개요**

도서 ‘스마트 IoT 프로젝트’를 기반으로 실습 진행

도서의 4장인 ‘나만의 자율 주행 자동차 로봇 만들기’를 참고하여 자율 주행차를 제작한 후 취약점 탐색 및 분석한다.

**프로젝트 상세**

도서 ‘스마트 IoT 프로젝트’를 기반으로 프로젝트를 진행한다. 자율 주행 및 수동 조작 방식을 이용한 로봇 자동차를 제작한다. 도서를 통해 학습한 지식과 프로젝트 과정을 보고서에 기술한다. 참고 자료의 논문을 참고하여 완성한 프로젝트의 취약점을 찾아 결과 및 방안을 보고서에 기술한다.

**프로젝트 진행 순서**

1. 자율 주행 자동차 로봇 제작
2. 학습한 지식과 프로젝트 과정을 보고서에 작성
3. 완성한 실습 프로젝트의 취약점 탐색 및 분석
4. 취약점과 대응 방안을 보고서에 기술

**보고서 양식**

1. IoT 보안 프로젝트 개요
2. 도서 실습 프로젝트를 진행하며 학습한 내용
3. 도서 실습 프로젝트 과정
4. 도서 실습 프로젝트 결과
5. 도서 실습 프로젝트의 취약점 및 대응방안
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